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01. MEGAsys.exegE®E “Run as administrator”

. ‘# MEGAsys.exek#i57F Windows 7785 [E{THE, AL MEGASYs.exdik s
AT -

Recycle Bin
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Computer -

Pin ta Taskbar
Pin ta Start Menu

Restare previous versions
Send to

Cut

Copy.

Create shorteut.
Delate

Rename

Properties
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A AE

£ “Run as administrator}

] FEF% E MEGASys.exel /B “Run as administratorie i %, &R X exedkaiks, #gr Ll administrators {7}

BT - FERAT:
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» Camputer » Lacal Disk (C) » megasys »

C:\megasys\megasys.exe

BEHE BB, 5542 “Properties” -
SEFEEEE T H — Compatibility-
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Organize v Open. Sharewith v

New folder
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18 Downlaads
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[ pARAD
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Agplication

|| megasysPDM

] megasys_licence

MEGASYS Date modified: 5/3/2011 4115

Date modified Tupe
VL2 TIIPE PARFile
2NIN045A5 P PARFile
12/3/2002 940 B PARFile
1/5/2000351AM  PARFile
12/22/20035:40 P4 PAR File
L2/2003540PM. PARFile
12/22/2003540PM PARFile
9/23/2005 1025 A PARFile
6/8/2010 LL3GAM  PARFile
6/3/2010 LLSOAM  PARFile
10/18/2005 1134 . PARFile
5/3/20LLSIPM File

12/30/1998 11:35 Fant file.

B2 MEGASYS Properties

S—
;Gener‘ Compalibiliy ;pc_qm,v Details | Previous Versions.

1§ you have prablems with this procram and it werked conecty on
n ealer version of Windos. select the compatibiiy mad thet
matches that earlier version.
Help me choose the seftings

Compathiily mode

[7] Run this program in compatibility mode for

findows 5P (Servics Pack 3] -]

Settings

(] Rl in 256 colors

7] Rur in 640 1 480 scrsen resolution

(7] isable visual themes

[T Disable deskiop compositon

[ Disable display scaling on high DPI settings

Priviege Level

[ Change settings for allusers
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02. MEGAsys.ini &% 5 “Run as administrator”

#£ Windows 7845 H{&d MEGASYs.inifg =, 1h

1. Start > All Programs > Notepad
32 “Run as administratord % notepadikfig -

2. 7F Notepad |-, Bz BEAEA 4,
3. Z“ notepadi EP Eﬁﬁiﬁ%ﬂ

IMEGASYS - Shartcut

E TeamViewer §

—_
df Gething Started

! Connectto a Projector

C:\windows\megasys.inl

Recent £

] MEGASYS

Open,

Run as administratar

Pin ta Taskbar
Pin to Start Menu

Remave fram this list

Properties

=l PlayBack

» ANl Programs

omputer?

Notepad

7 Program name:
¥ Verified publisher: Microsoft Windows

() Show details

‘.ﬂ Motepad
N PlayBack

»  AllPrograms

File  Edit Format View Help

Default Programs. ctocted
inding : 8888181131
Help and Suppart

it detected

" (192.168.42.235:

[system]
|Path=c:iMEGASYS

RPUP

ET121 PD'H Timer=500

ET121 Debug Mode=0

IP Management Start Delay=15

Ir ping offline Retry counter=3
Master Monitor screen Number=1
Oper Map Position X=0

oOper Map Position v=0

Remote Control camera Debug Mode=0

ET1lK Poll Timer=500

system Logo file=

System Logo Back color=&HFFFFFF
Evelog Message Log Len=1000

Alarm mMessage Log Len=1000

system pefault map Format=BMmP
System Setuﬁ Menu Button Type £0-2)=1
System watchbog controller” IP=
System watchbog controller Port=2900
System Watchbog Cuuntd\:lwm Timer=60
Activex plugin Enable

Activex plugin Nama:magax

output Flash Contral Disable=0
Output Set Color=11

]

[|[Remote XML Event Messasge PDrt(SEt 0 disable)=1900

JALL “Run as administrator& {33

HE

HAF IREFEESIER

frigdcyl - 4
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03. Firewall 8B&

1. Z%i& Firewallgij, 354 Firewall BiEf - B&fK : Control Panel > System and Security > WindowsWall -
2. BEZ “Turn Windows Firewall on or off"j## “OFF” Firewall -

)
A Y =
‘Control Panel » System and Security » Windows Firewall B »
Control Panel Home. . ;. .
| Help protect your computer with Windows Firewall
Allow a program o feature Windows Firewall can help i computer
through Windows Firewall through the Intemet or a network,
Change notifcation settings How does a firewall help protect my computer?
Windows Firewall on or ?
off
f ' Restore defaults pdate you
l ® Acvancedsettings Windows Firewal i not using the [ )
Il Troubleshoot my network e
Il What are the recommended settings?
. %) Home or work (private) networks Connected (2)
Networks at home or work where you know and trust the people and devices on the network
N Windows Firewall state: off
| Incoming connections: Block all connections to programs that are not on
1 thelit of allowed programs
Active home or work (private) networks: B Nework
Notification state: Do ot notify me when Windows Firewall blocks a
new program
I 3 . =)
| l &) Public networks Not Connected ()
| ¢ |
Seealo
Action Center
Network and Sharing Center

SonmotRaetHome Help protect your computer with Windows Firewall

Allow a program o feature. Windows Firewall can help ormal computer
through Windows Firewsll through the Internet or a network.

B Chungentfictonsetings o does sl e protect mycompute

) Turn Windows Firewall on or What are network locations?
off

) Restore defaults Update your Firewall settings

% Advanced sertings Windows Fitewall i not using the [ Use recommended settings

Troubleshoot my network computer. i

What are the recommended settings?

l & Home or work (private) networks Connected (&)

Metworks st h

devices on the network

Windows Firewall state:

Incoming connections:

Active home or work (private) networks:

Notification state:

l & Public networks

Secalso
Action Center
Network and Sharing Center

ot

Block all connections to programs that are not on
the list of allowed programs.

B Network

Do not notify me when Windows Firewall blocks 2
new program

Not Connected (v

e
b e
{ »
o B oy FiteT by Prafie i
Filter by State v oy
Filter by Group b sys Server v
Bsys Server v40
Wi L T —
Refresh Bys Server vA0
Export List... y=TLP
RsysUIDP
Help siewet Remate Cantral Application

Eafviewer Remate Control Applicatian

@Teamwewer Remate Cantral Service
e il e

5. 17 Programe BEi% “Program” SRk i
6. 247 “This program path”f%
PREEHE T, $ Next> Next> @] -

I MEGASys.exefJI41% - #4512 [ Next] g, 2 14805 B 2
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"

Rule Type

Select the type of frewal e to ereate. Specify the full program path and executable rame of the program that this iule matches.

Steps:

Steps:

Hikiee Whal type of e would you ke 1o ereste? — Dioes this e apply 1o all programs o 3 speciic progran?

Pragram @ Program

A Progiam @ holion © All pragrams

Profile Rule that controls connections for a program. o Fiolie Fiuie applies to all connections on the computer that match other e propeties.
Name Port @ ‘Hame

© This program path:

Fule that contiok: connections for a TCF or UDP port,

ZSystenD ive\megasys WEGASYS EXE Browse.
%) Predefined: e

BranchCache - Content Refrisval (Uses HTTP) ZProgranFiles % \browser browiss sxe

Rule that contioks connections for awindows experience.
Custom
Custom rie.

Leam more about e types Learn more sbout specifying programs

7. 7T Porte Bl “Port”, SRt&H%
8. A "TCP”, R %524 “All local ports” - 3%, ##
MR .

Rule Type Protocol and Ports
Selectthe type of firewall e o create Spaciy the protasals nd ports to which this ruls appliss.
Steps: Steps:
Riude Type ‘What type of rule would you fike to create? @ RueType Dioes this e apply to TCP or UDP?

Frotoeal and Porte @ Protocol and Ports

Action ©) Program @ Action

Profie Fiule that eontoks connections for a program.

@ Prolie I

Name Port @ HName

Does this e 3pply to 3l ncal ports or specific local ports? |
Fiule that contiols connections for a TCP or LDP port

e
) Predefined:

© Specific local ports:

BranchCache - Content Relrieval (Uses HTTF)

Exarple: 80, 443, 50005010
Fiule that eontrol: connections for a Windows experience.

Customrule:

Leam mare about ule oss Leam more shout protocol and ports

9. J&17 Porte Bhi% “Port”, ARi%T%
10. B2 “UDP”, &R1%3%42 “All local ports” - B35, %
MG o

Rule Type Protacol and Ports

Select the type o fiewall ule to create.

Spesify the: protasols and ports to which this ule applis.

Steps:
o RueType Wihat type of e would gou ke o create?

Steps:

& FRule Type Does this s apply to TEP o UDP?

Frotoeal and Porte @ Protosol and Ports

Action ©) Program @ Action

oy Fiule that contiols connections for a prograr @ Profle

G

Port @ Name
HEES o Do this e apply 1o 3l lacal pots o speciic lacal parts?
FRule that controls connections for a TCP or UDP port.

I local pe

©) Predefined: s

| Specific local parts:
BranchCache - Content Relrieval (Uses HTTF)

Example: B0, 443, 50005010
Fiule that eontrol: connections for a Windows experience.

©) Custom

Customrule:

Leam mare about ule oss Leatn mre shout protocol snd porte
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Inbound Rules;—‘ayvjz&@ﬁﬁu? 7I:Jr e T megasys megasysTCP MEGAsysUDP' &%}, 21~

Fil Action View Help

| A6 =]

Wisdows FrewslinitsAdvanc
‘g ‘(;‘ﬁt‘;‘:“:‘:‘;‘[::s Mame Graup Profile  Enabled  Action * || Tn
B Connection Security Rules @ megasys Al ores Ao [
» B Monitoring ) megasys All Yes Alow | |l
@ megasys All Yes Allow |=
D MEGAsys Server vd.0 Frivate.. Yes Allow 2
i MEGAsys Server vdd Damain Mo Allow | ||
@ MEGAsys Servervdd Piivate.. Ves Allow
@ MEGAsys Server v Damain Mo Allow =
@ regasysTCR Al Yes Allow =
(@ MEGAsysUDP All Yes Allow =
(@ Teamviewer Remate Cantral Application Private  Vas Allow
(@ Tearviewer Remate Contral Application Private  Ves Allow
D Tearmviewer Remate Contral Service Piivate  Yes Allow
Teamuiewer Remote Control Service Piivate  Yes Allow
@ BranchCache Content Retrieval (HTTP-In}  BranchCache - Cantent Retr... Al Ne Allow
@ BranchCache Hosted Cache Server (HTT...  BranchCache - Hosted Cach... Al Ha Allow
@ BranchCache Peer Discovery (WSD-Iy  BranchCache - Peer Discove... All Ha Allaw
@ Connect to a Network Prajector (TCP-In)  Connect to a Metwork Praje..  Domain Mo Allow
@ Connectto a Network Projector (TCP-In)  Connect to a Network Proje...  Private.. Mo Allow
@ Connect to a Network Projector (WSD Ev...  Connect to a Network Praje..  Domain Mo Allow
@ Connect to a Network Prajector {WSD Ev...  Connect to a Mletwork Praje..  Private.. Mo Allow
@ Connect to a MNetwork Projector (WSD Ev.. Cannect toa Metwork Proje..  Private.. Mo Allow
1@ Connect to a Netwark Projector (WSD Ev... Connectto a Network Proje..  Domain Mo Allow
M it b Blabsinede Mninctas SN Tl Conmacs +a  Mabword Brain G M At

File Action View Help
oo z2@EH
|| P Windows Firewall with Advancd Lo 0t LT 9]

Inbound Bul
e H Tame Graup

Cannection

Filter by Profile v

Filter by State '

Filter by Group » e Content Retrieval (HTTP-0... Branc
e Hosted Cache Client (HTT... Branc

View »

e Hosted Cache Server{HTTP.. Branc
Refresh e Peer Discovery (WSD-Out)  Branc
a Network Projector (TCP-Out) Conni
la Metwark Projector (TCP-Out) Cann.
Help a MNetwork Projector (WSD Ev.. Conn
5 a Network Prajector (WSD Ev.
@ Connectto a Network Projector (WSD Ev... Conm
M st b 3 Blabusnil Draiactar INSN B Cann,

Export List...

Conmi

12. 77 Progranv Bif% “Program’ SRt&H4
13.  Bfi#% “This program path™}#% H, 35 MEGAsys.exaER{& - SRk
BREFETT, % Next> Next>3@(EA] -

BN, < RAVD B

Rule Type Program
Selctthe type of fiewall ul Lo creste. Speciy the full program path and executable name of the program that hs e malches.
Steps: Steps:
| Rule Type What type of rule would you like to creats? o HilkTie Does this rule apply to all pragrams of  specific program?
@ Progran & Progam
@ aoion Program l @ Aoton ©) All programs
i R thal contiols conneciians fo a progia. Sy Rl appies ta dl conneclions on the campuer that match aiher 1 propertes.
@ Name © Port @ Name Ny
Fule that contiols conneetions for 3 TCP or UDF port (IInEoorn
SystemDiivez\megasys\MEGASYS EXE [CBrouse.. |
© Predefined
4 o =
[ BrarichCache - Cantert fetieval [Uses HTTF) ZFiogranF les 2\ brovserbrowse. eve
File that corirols connechiens for a Windows experience.
© Custom
Custo ul.
Leain more about e upes Leain moe about speciving pioarams
I
|

14. AT Porte BEHE “Port”, SR1%1% i -
15. 2 “TCP”, SR8 “All local ports” - B, 1%
i@fﬁiiﬁf

FERERE, 2 1REVD BT EERE ST, £ Next> Next>
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Rule Type

Selectthe type of iewall ik to create.

Steps:
@ R T What type of ke would you ike o create?

& Piotoeol and Forte

& “hction ) Program

o Pofie Rl thal contrals connections for 2 progian
@ Name Poit

Fule that canirols connections for & TCP or LDF port

© Predefined:
BranchCache - Contert Retrisval [Uses HTTP)
Pl that cantols connections for 2 Windows experience.

© Custom
Custom e,

Leam more about e tnes

<Back

Protocol and Ports

Specily the protocols and ports to which this nule apples.

Steps:
File Ty Does this e appisto TCP or IDP?

Fratocel and Ports

°
.

@ Aotion
@ Profie
o

Name
Daes this rule apply o all remote poits o spesific remete ports?

@ All remote ports
T Specic Temote porte
Evampie: 80, 443, 5000.5010

Leam more about protocol and ports

16.
17.

N7 Porte BEiZ “Port”, SR1%4%
SR “UDP”, AR1%E
EER] o

: Quthound

Rule Type

Selectthe type of fiewall e to create.

“All local ports” - 3, #%

Protocol and Ports

Specithe protocols and ports ta which this ule apples.

Steps: Steps:
@ Fule Type St D o GO lo miciice Does this s apply o TCP o1 UDP?
@ Frotocel and Porte @ Protocol and Ports Ice
@ botion © Program I prr
@ Pioiie Rule that contrals conneetions for & program PR
@ Name Port oM - e
PRule that conlrals conneetions for a TCF of UDP port. Does remots ports of P
) Predefined: @ All remote ports
BrerchCache - Contert Relioval (Uses HTTF) - T Specific remole ports:
Rule that coniiols connections for @ Windows erperence, Examele: 80, 443, 50005010
© Custom
Custorn ule.
Lo mors shou e trnes Leain more about ptocal snd s

Action View  Help

b} S HE)

18.

@ Windows Firewall with Advance KOTET L]

Z 1%, (AT MEGASys.exefg % T »

I Intioird Fules Name Group Profile  Enabled  Action ~ ||}
Ba. Connection Secuity Rules || @megasys Al Yes Altaw | 1) §
» i, Manitoring Bmegasys Al es Allew <
B megasysTCP All Yes Allow N
@ megasysupp Al Ves Allow
@ BranchCache Content Retrieval (HTTP-0... BranchCache - Content Retr... Al Mo Allow E
@ BranchCache Hosted Cache Client (HTT.. BranchCache - Hosted Cach.. Al Mo Allow
@ BranchCache Hosted Cache Server(HTTP... BranchCache - Hasted Cach... All Ho Allow ||
@ eranchCache PeerDiscavery (WSD-Out)  BranchCache - Peer Discove..  All 3 Allow i
@ Connectto a Network Projector (TCP-Out) Cannect to a Network Proje..  Private.. Plo Allaw ||
@ Connect to a Network Projector (TCP-Out) Connect to a Network Proje..  Domain Mo Allow |
@ Connect to a Netwark Projector (WSD Ev... Connect to a Network Proje...  Private.. Mo Allow
@ Connectta a Netwark Projector (WSD Ev... Cannect ta a Network Praje..  Damain  Plo Allaw
@ Connectto a Network Projector (WSD Ev... Connect to a Metwark Proje..  Doman Mo Allow
@ Connectta a Netwark Projector {WSD Ev... Connect ta a Network Proje..  Private.. Hlo Allaw
@ Connect to a Metwork Projector fWSD-0... Connect to a Metwork Proje...  All No Allow
@ Core Networking - DNS (UDP-Out) Care Networking All Yes Allow
J Care Netwarking - Dynamic Host Config... Core Netwarking All Yes Allaw
@ Core Netwarking - Dynamic Host Config... Core Netwarking Al Ves Allaw
J Core Netwarking - Group Policy [LSASS-.. Core Netwarking Domain  Yes Allow
@ Core Netwarking - Group Palicy (NP-Out)  Care Networking Damain  Yes Allow
Core Metworking - Group Palicy (TCP-0...  Core Metwarking Domain Yes Allow
Core Networking - Intemnet Group Mana...  Cre Networking Al Ves Allaw
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19. 1%, Bh% “Turn Windows Firewall on or off";3% “ON” &Bf Firewall

Firewall [H#Z -

LIV | F

Contral Panel » System and Security » Windows Firewall

Control Panel H . . "
A Help protect your computer with Windows Firewall

Allow a program o feature Winidows Fireusltcanelp i computer
Shfaugh Windous Freu it through the Intemet or a network,

How does a firewall help protect my computer?

f ' Restore defaults pdate you
i & Acvencedsetings Windows Firewall is not using the T TR
| Troubleshoot my network computer.

What are the recommended settings?

Home or work (private) networks Connected (%)

Networks at home or work where you know and trust the people and devices on the network

Windows Firewall state: off

Incorning connections: Block all connections to programs that are not on
the it of allowed programs

Active home or work (private) metworks: B nework
Notfication state: Do not notfy me when Windows Firewallblocks 2
new program
1 l & Public networks Not Connected ()

Séealso
Action Center
Network and Sharing Center

&, MEGASYs i N &
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